Empowering Data Privacy and Security in Untrusted Environments

European Big Data Value Forum
WITDOM is your solution to protect the privacy and security of your data before outsourcing to the cloud!!

- Cloud framework for **end-to-end** data protection.
- **Crypto** and **non-crypto** composable protection mechanisms.
- Flexible architecture.
- **Big Data** infrastructure.
- **2 scenarios** of high privacy and security.
WITDOM concept

**Trusted domain (i.e.: private cloud):**
- Internal users
- Protected data
- Operations Requests

**Untrusted domain (i.e.: public cloud):**
- External users
  - End-users
  - 3rd parties
  - Public Institution
  - Regulator

**IT DEPARTMENT**

**CLOUD PROVIDER**
WITDOM use cases

eHealth scenario

1. Variant annotation
2. Genome Alignment

Financial Services scenario

1. Credit Risk Scoring
2. Cash Flow Forecasting
3. Credit Fraud Detection
WITDOM elements

- **Core components**
  - Broker
  - Protection Orchestrator

- **Protection components**
  - Anonymization
  - Data masking and desensitization
  - Secure Signal Processing
  - Secure Computation (HE)
  - End-to-end encryption
  - Integrity and consistency verification

- **Deployment on the Cloud**
  - Docker
  - Cloudify
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